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ВСТУП 
 

Якісні зміни в економіці в сучасних умовах пред’являють особливі вимоги до рівня 
компетентності фахівців. У зв’язку з цим  особливого значення набуває підготовка 
майбутніх економістів, що глибоко розуміють теорію сучасної економіки та вміють 
ефективно використовувати отримані знання на практиці. В умовах нестабільного 
зовнішнього середовища забезпечити результативну діяльність, а тим більше розвиток 
бізнесу можливо за умови чітко налагоджена система економічної безпеки, що дозволить 
протистояти загрозам різного характеру. Техніко-технологічна безпека підприємства є 
важливою функціональною складовою економічної безпеки підприємства. 

 
Метою навчальної дисципліни «Техніко-технологічна безпека бізнесу» є формування 

здатності приймати управлінські рішення щодо забезпечення техніко-технологічної 
безпеки як складової економічної безпеки бізнесу. 

 
Вивчення навчальної дисципліни передбачає формування та розвиток у студентів 

компетентностей:  
1. Здатність розв’язувати завдання у сфері техніко-технологічної безпеки бізнесу. 
2. Здатність  використовувати  сучасні  джерела економічної,  облікової інформації  

для  складання  аналітичних звітів.  
3. Здатність  обґрунтовувати  економічні  рішення  на основі  розуміння  

закономірностей  економічних  систем  і процесів  та  із  застосуванням  сучасного  
методичного інструментарію. 

 
Очікувані результати навчання 
Внаслідок вивчення навчальної дисципліни студент повинен бути здатним 

продемонструвати такі результати навчання: 
1. Розуміти особливості техніко-технологічної безпеки як складової економічної 

безпеки бізнесу. 
2. Використовувати інформаційні та комунікаційні технології для вирішення 

соціально-економічних завдань,  підготовки та представлення аналітичних звітів. 
3. Приймати управлінські рішення в техніко-технологічні й сфері для забезпечення 

розвитку бізнесу. 
 
Навчальним планом підготовки фахівців на першому (бакалаврському) рівні вищої 

освіти спеціальності 051 «Економіка» передбачено вивчення дисципліни «Техніко-
технологічна безпека бізнесу»  у обсязі 5 кредитів ЄКТС та відведено для цього 20 годин 
лекційних занять. 

 
 
 
 
 

 
 
 



ПРОГРАМА НАВЧАЛЬНОЇ ДИСЦИПЛІНИ 
Змістовий модуль 1. Забезпечення техніко-технологічної безпеки як складової 

економічної безпеки бізнесу 
 

Тема 1.  Техніко-технологічна безпека як складова економічної безпеки бізнесу 
Сутність та цілі економічної безпеки бізнесу. Основні складові економічної безпеки 

підприємства. Сутність техніко-технологічної безпеки бізнесу. Концепція управління 
економічною безпекою бізнесу. 
 

Тема 2.  Процес забезпечення техніко-технологічної безпеки бізнесу 
Етапи забезпечення техніко-технологічної безпеки бізнесу. Зовнішні та внутрішні 

загрози техніко-технологічної безпеки бізнесу. 
 

 
Змістовий модуль 2. Реалізація окремих етапів забезпечення техніко-

технологічної безпеки бізнесу 
 

Тема 3.  Діагностика рівня техніко-технологічної безпеки  
Складові діагностики рівня техніко-технологічної безпеки підприємства. Індикатори 

та показники рівня техніко-технологічної безпеки підприємства. Методи оцінювання рівня 
техніко-технологічної безпеки підприємства: функціональний та ресурсний підхід 
оцінювання рівня техніко-технологічної безпеки підприємства. програмно-цільовий підхід 
оцінювання рівня техніко-технологічної безпеки підприємства, індикаторний підхід 
оцінювання рівня техніко-технологічної безпеки підприємства. 

 
Тема 4.  Організаційно-економічне управління технічним розвитком 

підприємства 
Сутність та цілі техніко-технологічного розвитку бізнесу. Форми технічного 

розвитку. Заходи щодо забезпечення техніко-технологічної складової економічної безпеки. 
Схема розробки та впровадження заходів щодо забезпечення техніко-технологічної 
безпеки. Технічні засоби у забезпеченні безпеки на підприємстві. 

 
Тема 5.  Реінжиніринг техніко-технологічної сфери 
Сутність реінжинірингу техніко-технологічної сфери. Управління реінжинірингом 

техніко-технологічної сфери. 
 
 
 

Тема 1. ТЕХНІКО-ТЕХНОЛОГІЧНА БЕЗПЕКА ЯК СКЛАДОВА ЕКОНОМІЧНОЇ 
БЕЗПЕКИ БІЗНЕСУ 

 
1. Сутність та цілі економічної безпеки бізнесу. 
2. Основні складові економічної безпеки підприємства. 
3. Сутність техніко-технологічної безпеки бізнесу. 
4. Концепція управління економічною безпекою бізнесу. 

 



1. Сутність та цілі економічної безпеки бізнесу 
 

 

Рис. 1.1. Сутність економічної безпеки бізнесу 

Економічна безпека 
бізнесу 

передбачає стійкий розвиток (тобто збалансований і 
безупинний) бізнесу, що досягається за допомогою 
використання усіх видів ресурсів і підприємницьких 
можливостей, за якими гарантується найбільш 
ефективне їх використання для стабільного 
функціонування та динамічного науково-технічного й 
соціального розвитку, запобігання внутрішнім і 
зовнішнім негативним впливам (загрозам) 

Джерела негативних впливів 

усвідомлені або 
неусвідомлені дії  

людей 

організацій, у тому числі органів державної 
влади, міжнародних організацій, підприємств-
конкурентів 

збіг об`єктивних 
обставин 

стан фінансової кон`юнктури на ринках 
підприємства,  
наукові відкриття і технологічні розробки,  
форс-мажорні обставини тощо 

Рівень 
економічної 

безпеки 

залежить від ефективності діяльності служб 
підприємства, а саме: наскільки вдається запобігати 
загрозам й усувати збитки від їхніх негативних 
впливів на різні аспекти функціонування 
підприємства 

Економічну безпеку слід розглядати через аспекти: 
- внутрішній - полягає у визначенні загрози нанесення підприємством збитку 

безпеці держави 
- зовнішній - полягає у визначенні створених відповідних умов державою для 

забезпечення економічної безпеки підприємства 



 

 
Рис.1.2. Фактори, що впливають на рівень економічної безпеки підприємств 

 

Фактори, що впливають на рівень економічної  безпеки 
підприємств 

зовнішні 

внутрішні 

макроекономічні 

ринкові 

інші 

кризові явища в економіці, стабільність 
законодавчої бази, інфляційні процеси, рівень 
безробіття, рівень розвитку фінансової системи, 
державна політика (промислова, фінансова, 
соціальна, податкова, кредитна) 

виробничий і споживчий попит, рівень цін на 
сировину і готову продукцію, надійність 
контрагентів, банкрутство контрагентів, 
платоспроможність конкурентів тощо 

політична ситуація, темпи науково-технічного 
розвитку, рівень конкуренції, демографічні 
тенденції, природні та техногенні фактори 

виробничо-
операційні 

фінансово-
інвестиційні 

кадрово-
управлінські 

маркетингово-
комерційні 

нормативно-
правові 

використання основних засобів і оборотних 
коштів, структура та ліквідність активів, 
рентабельність продукції, впровадження нових 
технологій, структура собівартості, рівень 
постійних витрат тощо 

структура капіталу, наявність доходних 
інвестиційних проєктів, наявність НДДКР, рівень 
підприємницького ризику 

наявність стратегії розвитку, адекватна ринку 
система управління, організаційна структура 
управління, кваліфікація персоналу та його 
мотивація 

цінова політика, проведення маркетингових 
досліджень, рекламних заходів, формування 
іміджу тощо 

система контрактів з контрагентами, наявність 
посадових інструкцій, система інформаційного 
забезпечення 



 
 

Рис. 1.3. Загрози економічній безпеці 
 

  

Загрози 
економічній 

безпеці 

дія дестабілізуючих природних факторів і/або 
суб’єктивних, пов’язаних з недобросовісною 
конкуренцією та порушенням законів і норм, що може 
спричинити потенційні або реальні втрати для організації 

Види загроз 

- внутрішні 
- зовнішні за місцем виникнення 

за природою виникнення 
- політичні 
- кримінальні 
- конкурентні 
- контрагентні 

за ймовірністю виникнення - явні 
- приховані 

за наслідками - загальні 
- локальні 

за відношенням до людської 
діяльності 

- об’єктивні (зумовлені стихійними 
природними явищами: землетруси, повені 
тощо)  

- суб’єктивні (зумовлені діяльністю людини) 

за об’єктами посягань - інформація 
- матеріальні і нематеріальні активи 
- персонал 
- ділова репутація 

за можливістю 
прогнозування 

за ймовірністю настання 

за сферами виникнення 

- прогнозовані 
- непрогнозовані 

 

- економічні 
- фізичні 
- психологічно - інформаційні 

- катастрофічні 
- значні 
- незначні 



 
 

Рис. 1.4. Загрози економічній безпеці за сферами виникнення 
 

  

Загрози за сферами виникнення 

Економічні загрози  

Фізичні загрози  

Психологічно-інформаційні 
загрози  

правова невизначеність економічних відносин; обмеження з боку держави 
можливостей економічного зростання; корупція; примушування 
виробників продавати продукцію визначеним споживачам; примушування 
покупців придбавати товари і послуги у визначених виробників і 
продавців; заборона реалізувати товар з одного регіону в інший або за 
кордон; надання окремим фірмам переваг у конкуренції з іншими 
підприємствами; обмеження доступу на ринок за допомогою монопольної 
змови фірми-конкурента з іншими фірмами-монополістами; 
дискримінація з боку фірм-монополістів у наданні послуг, продажу 
монопольних товарів, а також щодо цін на послуги і товари; шахрайство з 
боку фірм-конкурентів (в тому числі й у змові з працівниками фірми); 
привласнення і розтрачання майна; підроблення продукції, істотні 
порушення договірних відносин партнерами 

крадіжки, вимагання, грабіж, розбій; виведення із ладу обладнання, 
знищення та пошкодження майна, стихійні лиха, аварії, катастрофи й 
теракти 

економічне шпигунство; розголошення або неправомірне використання 
інформації; дискредитація на ринку; соціальні конфлікти навколо або 
всередині організації, привласнення товарних знаків фірми конкурентом 



 
Рис. 1.5. Мета економічної безпеки підприємства 

  

Головна мета економічної безпеки 
підприємства 

гарантувати стабільне й максимально ефективне функціонування 
підприємства в даний час та високий потенціал його розвитку в 
майбутньому 

Основні функціональні цілі економічної безпеки 
підприємства 

забезпечення високої ефективності роботи, фінансової стабільності та 
незалежності підприємства 

забезпечення технологічної незалежності та досягнення високої 
конкурентоспроможності суб’єкта господарювання 

досягнення високої ефективності менеджменту, оптимальної та 
ефективної організаційної структури управління підприємством 

досягнення високого рівня кваліфікації персоналу та його 
інтелектуального потенціалу, належної ефективності корпоративної 
діяльності 

мінімізація руйнівного впливу результатів виробничо-господарської 
діяльності на стан навколишнього середовища 

якісна правова захищеність усіх аспектів діяльності підприємства 

забезпечення захисту інформаційного поля, комерційної таємниці і 
досягнення необхідного рівня інформаційного забезпечення роботи 
всіх підрозділів підприємства  

ефективна організація безпеки персоналу, капіталу та майна 
підприємства,  а також його комерційних інтересів 



2. Основні складові економічної безпеки підприємства 
 

 
 

Рис. 2.1. Складові економічної безпеки підприємства (перший підхід) 
  

Складові економічної безпеки підприємства 

фінансова безпека 

силова безпека 

розглядає і регулює питання фінансово-економічної 
спроможності підприємства, стійкості до 
банкрутства 

забезпечується режимами, фізичною охороною 
об'єктів і особистою охороною керівництва, 
протидією криміналу, взаємодією із 
правоохоронними й іншими державними органами 

політико-правова 
безпека 

передбачає запобігання негативним впливам на 
економічну безпеку підприємства шляхом 
мінімізації ризиків і загроз, пов'язаних з персоналом, 
його інтелектуальним потенціалом і трудовими 
відносинами в цілому 

інформаційна 
безпека 

характеризує процес створення та захисту 
інформаційної складової економічної безпеки, 
створення системи підтримки прийняття рішень 
щодо заходів економічної безпеки;  
ґрунтується не тільки на захисті власної інформації,  
але й передбачає проведення ділової розвідки, 
інформаційно-аналітичної роботи з зовнішніми і 
внутрішніми суб'єктами 

кадрова та 
інтелектуальна 

безпека 

передбачає всебічне юридичне забезпечення 
діяльності підприємства, грамотну правову роботу з 
контрагентами і владою, вирішення інших правових 
питань 

техніко-
технологічна 

безпека 

передбачає створення і використання такої технічної 
бази, устаткування, таких технологій і бізнес-
процесів, що підвищують конкурентоспроможність 
підприємства 

екологічна 
безпека 

передбачає  вирішення проблеми охорони довкілля 
від діяльності суб'єктів господарювання, а також 
дотримання екологічних параметрів продукції, що 
виготовляється. 



 
 

Рис. 2.2. Складові економічної безпеки підприємства (другий підхід)  

Складові економічної безпеки підприємства 

безпека 
менеджменту і 

кадрів 

безпека культури 

стосується забезпечення фізичної безпеки 
життя і здоров`я вищого управлінського персоналу і 
менеджерів середнього та нижчого рівнів, рядових 
співробітників-виконавців 

охоплює взаємини між співробітниками всередині 
організації, між представниками менеджменту і 
персоналу, відносини із зовнішніми суб`єктами 

безпека 
виробництва 

зводиться до збереження наявних і одержаних нових 
патентів, ліцензій, дозволів; до запобігання або 
зведення до мінімуму штрафів, пені, інших санкцій і 
відповідальності за порушення чинного 
законодавства 

безпека інформації 
і прийняття 

рішень 

полягає в забезпеченні збереження ноу-хау, 
наукових досліджень і розробок інновацій, 
обмеженні доступу сторонніх осіб до 
конфіденційної інформації 

юридична безпека 

зводиться до забезпечення захищеності від 
негативного впливу будівель, споруд, техніки, 
технології виробництва, виробничих запасів, а також 
можливостей диверсифікованого виробництва 
продукції, переорієнтації з одних постачальників на 
інших, швидкого технічного переозброєння 
виробництва у випадку переходу на виробництво 
нової продукції 

фінансова безпека 

передбачає якісне бюджетування, зниження 
податкового пресу, забезпечення надходження 
необхідного обсягу інвестицій, одержання прибутку, 
раціональне формування активів і пасивів, 
дивідендної політики 

безпека 
проведення 

розвідки 

здійснення системи заходів щодо вивчення ситуації 
на ринках збуту продукції, одержання необхідної 
інформації про конкурентів, їхні дослідження та 
розробки 



3. Сутність техніко-технологічної безпеки бізнесу. 
 

 
 

Рис. 3.1. Сутність технологічної безпеки на державному та регіональному рівні 

Зміст «технологічної безпеки» за ієрархічним рівнем 

на державному рівні 

Технологічна безпека 

- впровадження новітніх технологій, досягнення технічного прогресу, 
збереження такого рівня вітчизняного науково-технічного й виробничого 
потенціалу, який у разі погіршення внутрішніх і зовнішніх умов забезпечив 
би виживання національної економіки за рахунок використання власних 
інтелектуальних і технологічних ресурсів, збереження державної 
незалежності [В.Т. Шлемко та І.Ф. Бінько] 

- основний інструмент реалізації інноваційної моделі економіки за рахунок 
скорочення термінів виконання наукових досліджень і розробок, 
прискорення їх впровадження у процес виробництва [Л. Антоненко та К. 
Дера, ] 

на регіональному рівні 

такий стан науково-технологічного та виробничого потенціалу регіону, який 
дає змогу забезпечити належне функціонування регіональної економіки, 
достатнє для досягнення та підтримки конкурентоспроможності вітчизняної 
продукції, а також гарантування фінансової самостійності за рахунок власних 
інтелектуальних і технологічних ресурсів [ Г.В Жаворонкова.,  Л.І. Крачок ] 

Технологічна безпека 



 

Рис. 3.2. Сутність технологічної безпеки на рівні підприємства 
 
 

 

Зміст «технологічної безпеки» за ієрархічним рівнем 

на рівні підприємства 

Технологічна безпека 

В основі технологічної безпеки підприємства знаходяться техніка і 
технології, а її рівень залежить від здатності суб’єкта 
господарювання до впровадження технічних і технологічних 
інновацій [ Ю.О. Єлістратова ] 

Основними ознаками технологічної безпеки підприємства є:  
- якість і відповідність технологічного процесу виробництва та 

основного капіталу потребам ринку;  
- захищеність техніко-технологічної сфери підприємства від 

негативного впливу зовнішніх і внутрішніх загроз;  
- здатність техніко-технологічної сфери підприємства 

забезпечувати його високу конкурентоспроможність;  
- за рахунок високої ефективності використання основного капіталу 

забезпечувати сталий розвиток підприємства [ О.М. Петрашова, 
О.В. Мельникова, А.М. Штангрета ] 

ступінь відповідності застосовуваних на підприємстві технологій 
найкращим світовим зразкам за умови оптимізації витрат ресурсів, 
розвиток технологічного потенціалу [ О.С. Хринюком, М.Р. 
Корчовною ] 



Таблиця 3.1. 
Аналіз назв функціональної складової, пов’язаної з технікою і технологією [9] 
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Таблиця 3.2. 
Фактори, які впливають на рівень техніко-технологічної безпеки на різних 

ієрархічних рівнях [9] 
 

Ієрархічний 
рівень 

Індикатори факторів впливу Напрям зміни 
фактору, що 
характеризує 

позитивний вплив  
(↑ - зростання,  
↓- зменшення) 

Держава  частка видатків державного бюджету на 
науку у ВВП 
 

↑ 

частка спеціалістів, які виконують науково-
технічні роботи у загальній чисельності 
зайнятих в економіці країни, їх кваліфікація 
 

↑ 

частка підприємств, що впроваджують 
інновації, в загальній кількості промислових 
підприємств 
 

↑ 

коефіцієнт винахідницької активності 
(кількість отриманих охоронних документів 
(патентів) на 1 млн. осіб) 
 

↑ 

кількість зареєстрованих та впроваджених 
об'єктів промислової власності (винаходів, 
корисних моделей, промислових зразків) 
 

↑ 

частка реалізованої інноваційної продукції в 
загальному обсязі промислової продукції 
держави 
 

↑ 

індекс зміни активності створення зразків 
нової техніки 
 

↑ 

Регіон обсяг інвестицій в економіку регіону 
 

↑ 

кількість промислових підприємств на 
території регіону 
 

↑ 

кількість спеціалістів, які виконують 
науково-технічні роботи 
 

↑ 

кількість закладів вищої освіти та наукових 
закладів на території регіону 
 

↑ 

ступінь зносу основних засобів 
промисловості регіону 
 

↓ 

частка обробної промисловості у 
промисловому виробництві регіону 

↑ 



Ієрархічний 
рівень 

Індикатори факторів впливу Напрям зміни 
фактору, що 
характеризує 

позитивний вплив  
(↑ - зростання,  
↓- зменшення) 

Регіон частка машинобудування та металообробки 
у промисловості регіону 
 

↑ 

рентабельність операційної діяльності 
промислових підприємств 
 

↑ 

кількість підприємств, що впроваджують 
технологічні інновації 
 

↑ 

Підприємство ступінь зносу основних засобів 
підприємства 
 

↓ 

оновлення основних засобів підприємства за 
рахунок впровадження нових машин і 
механізмів 
 

↑ 

частка активних основних засобів 
 

↑ 

кількість механізованих та автоматизованих 
технологічних операцій 
 

↑ 

обсяг інвестицій в основний капітал 
 

↑ 

кількість розроблених та впроваджених 
технологічних інновацій на підприємстві 
 

↑ 

частка реалізованої інноваційної продукції у 
загальному обсязі реалізованої продукції 
підприємства 
 

↑ 

 
  



 
 

Рис. 3.3. Сутність техніко-технологічної бази підприємства 
 
 
 

Однією з головних умов досягнення високого рівня економічної безпеки 
підприємства є створення високоефективної виробничої системи, в якій ключова 
роль належить техніко-технологічній базі  

Техніко-технологічна база 
підприємства 

сукупність найактивніших елементів виробництва, яка визначає 
технологічний спосіб одержання продукції (надання послуг, виконання 
робіт), здійснюваний за допомогою технічних пристроїв (машин, 
приладів, устаткування), споруд, передавальних, діагностичних та 
інформаційних засобів, з яких сформовані технологічні та виробничі 
системи підприємства 

Складові техніко-технологічної бази  підприємства 

технологічна   

технічна   

сукупність застосовуваних технологій у процесах видобутку, обробки, 
переміщення, складування, контролю  

сукупність способів і прийомів переробки ресурсів та одержання готової 
продукції 

комплекс технологічної документації, об'єкти інтелектуальної власності 
та інші складові інноваційного оновлення 

енергетична база підприємства 

виробничі машини, пристрої та споруди 

технічна база інформаційних процесів 



 
Рис. 3.4. Характеристики технологій 

  

Забезпечення необхідного рівня техніко-технологічної складової економічної 
безпеки безпосередньо пов’язано з впровадженням прогресивних технологій 

Характеристики  
прогресивних технологій 

малоопераційність 

безвідходність 

економічність 

екологічність 

інтенсивність 

Базові технології переважно формують рівень техніко-технологічної 
складової економічної безпеки 

Основні ознаки, яким повинні відповідати 
базові технології 

висока економічна ефективність як об’єктивна передумова 
зростання продуктивності праці 

раціональне використання матеріальних ресурсів 

тривалі терміни експлуатації 

забезпечення високої якості продукції 

гарантія екологічної безпеки 



4. Концепція управління економічною безпекою підприємства 
 

 
 

Рис. 4.1. Концепція та принципи управління економічною безпекою підприємства 
  

Концепція 
управління 
економічною 

безпекою 
підприємства 

система теоретико-методологічних поглядів, яка 
відображає розуміння і трактовку економічної безпеки 
підприємства та визначає цілі, завдання, методи, 
принципи, концептуальні моделі та положення 
управління нею 

Принципи управління  
економічною безпекою підприємства 

законності 

побудова системи економічної безпеки та її функціонування мають бути 
побудовані у відповідності до існуючих в країні правових норм та власних 
правових актів суб’єктів господарювання, інакше є суттєва загроза закриття 
такого підприємства відповідними органами як неправомірного 

економічної доцільності 

слід організовувати захист тільки тих об'єктів, витрати на захист яких 
менше, ніж втрати від реалізації загроз за цими об'єктами. Вартість заходів 
економічної безпеки не повинна перевищувати вартості отриманих від них 
економічних результатів 

поєднання превентивних та реактивних заходів економічної безпеки 

Превентивні 
 заходи 

Реактивні  
заходи 

заходи попереджувального характеру, що дозволяють 
не допустити виникнення або реалізацію загроз 
економічній безпеці 

заходи, які приймаються в разі реального виникнення 
загроз або необхідності мінімізації їх негативних 
наслідків 



 
 

Рис. 4.1. Принципи управління економічною безпекою підприємства 
(продовження) 

  

Принципи управління  
економічною безпекою підприємства 

диференційованості 

вибір заходів з подолання загроз, що виникають, відбувається залежно від 
характеру загрози і ступеня тяжкості наслідків її реалізації 

координації 

для досягнення поставлених завдань необхідно постійне узгодження 
діяльності різних підрозділів служби безпеки самого підприємства і 
поєднання організаційних, економіко-правових та інших способів захисту 

повна підконтрольність системи забезпечення економічної безпеки 
керівництву суб'єкта господарювання 

інтереси системи забезпечення економічної безпеки повинні бути 
підпорядковані загальним інтересам всього підприємства 

цілеспрямованості 

всі заходи економічної безпеки мають базуватись на інтересах суб’єктів 
господарювання і спрямовуватись на захист тих видів діяльності, які в 
даний час виконує суб’єкт господарювання 

контролю 

забезпечення відповідність отриманих від проведених заходів безпеки 
результатів тим показникам, які передбачались при їх плануванні 



 
 

Рис. 4.1. Принципи управління економічною безпекою підприємства 
(закінчення) 

 

 
Рис. 4.2. Концептуальні положення управління економічною безпекою підприємства  

Принципи управління  
економічною безпекою підприємства 

диверсифікації 

у свою чергу вимагає з одного боку комплексного підходу при 
запровадженні заходів безпеки, а з іншого – поширення їх на всі види 
діяльності суб’єкта господарювання та всі сфери, в яких реалізуються його 
інтереси 

баланс інтересів 

забезпечення економічної безпеки повинно здійснюватися з врахуванням 
інтересів безпеки всіх осіб, які мають справу з тим чи іншим суб’єктом 
господарювання: працівники, акціонери, клієнти (споживачі), контрагенти, 
партнери, держава 

Концептуальні положення управління економічною безпекою 
підприємства 

1. Моніторинг та діагностику економічної безпеки підприємства необхідно 
проводити постійно 

2. Економічну безпеку підприємства необхідно досліджувати в статичному та 
динамічному аспекті 

3. Управління економічною безпекою підприємства повинне бути ключовою 
складовою стратегічного управління підприємства 

4. Повинно постійно здійснюватись удосконалення захисту інформації 
підприємства 



 
Рис. 4.2. Концептуальні положення управління економічною безпекою підприємства 

(продовження)  

Концептуальні положення управління економічною безпекою 
підприємства 

5. Повинен здійснюватись контроль доступу сторонніх осіб на територію 
підприємства 

6. Необхідно ретельно перевіряти контрагентів на предмет їх репутації та 
порядності ведення бізнесу 

7. Періодично необхідно здійснювати перевірки персоналу підприємства на 
предмет ймовірності розкриття комерційних таємниць підприємствам-
конкурентам 

8. Необхідно знижувати ризики від озброєних пограбувань підприємства 

9. Оцінювально-аналітична система повинна стати центральною частиною 
управління економічною безпекою підприємства 

10. При оцінюванні рівня економічної безпеки підприємства необхідно 
враховувати не лише результати діяльності підприємства на поточну дату, 
а й потенціал, тобто здатність підприємства до забезпечення економічної 
безпеки підприємства в майбутньому 

11. При оцінюванні рівня економічної безпеки підприємства необхідно 
використовувати декілька альтернативних методичних підходів 

12. Оцінка значущості функціональних складових економічної безпеки 
підприємства повинна проводитись за допомогою добре перевірених 
евристичних методів 

13. Оцінка та аналіз економічної безпеки підприємства повинні базуватись на 
врахуванні технологічних особливостей підприємства 

14. Оцінювальні показники економічної безпеки підприємства повинні бути 
скориговані на коефіцієнт значущості стадії життєвого циклу підприємства 



 
 
 
 
 

 
 

Рис. 4.2. Концептуальні положення управління економічною безпекою підприємства 
(закінчення)  

 
 
 
Література: [1, с. 5-32, 46-46], [2, с. 55-69, 107-108], [4, с. 313-317] 

 
 

ТЕМА 2. ПРОЦЕС ЗАБЕЗПЕЧЕННЯ ТЕХНІКО-ТЕХНОЛОГІЧНОЇ БЕЗПЕКИ 
БІЗНЕСУ 

 
5. Етапи забезпечення техніко-технологічної безпеки бізнесу. 
6. Зовнішні та внутрішні загрози техніко-технологічної безпеки бізнесу. 

 
 
 
 
 
 

Концептуальні положення управління економічною безпекою 
підприємства 

15. Оцінювальні показники економічної безпеки підприємства повинні бути 
скориговані на коефіцієнт значущості ринкової стратегії підприємства 

16. Управління економічною безпекою підприємства необхідно здійснювати 
не лише за результатами, а й за потенціалом підприємства 

17. Працівники служби економічної безпеки підприємства повинні володіти 
навичками побудови економіко-математичних моделей, володіти 
найсучаснішими пакетами прикладних програм, знати основні підходи до 
оцінювання рівня економічної безпеки підприємства 

18. Працівники служби економічної безпеки підприємства повинні 
оперативно реагувати на зміни в зовнішньому середовищі 



1. Етапи забезпечення техніко-технологічної безпеки бізнесу. 
 

Етап Сутність Характеристика 
 

Перший Аналіз ринку технологій та 
засобів виробництва 

‒ аналіз технологій виробництва продукції 
‒ аналіз науково-технічної інформації щодо 

нових видів продукції (послуг)  
‒ аналіз нових галузевих технологій 

Другий Аналіз функціонуючих 
технологічних процесів 

‒ аналіз конкретних (для даного суб’єкта 
господарювання) технологічних процесів 

‒ діагностика внутрішніх резервів 
підвищення технологічного рівня 
підприємства 

‒ аналітична оцінка спроможності 
підвищення ефективності використання 
технологій та виробничої потужності 

Третій 
Аналіз потенціалу ринку 
продукції (послуг) та 
напрямів його розвитку 

‒ аналіз потенціалу товарного ринку за 
профілем продукції 

‒ аналіз ринку товарів-замінників 
‒ оцінювання перспектив розвитку ринків 

продукції підприємства 
‒ прогнозування можливості техніко-

технологічного забезпечення випуску 
конкурентоспроможних товарів  

Четвертий 
Обґрунтування 
технологічної стратегії 
розвитку підприємства 

‒ діагностика появи перспективної продукції 
(послуг)  

‒ визначення альтернативних варіантів 
залучення технологій для виробництва 
нових видів продукції 

‒ планування комплексу технологій та 
устаткування для виробництв 
перспективних конкурентоспроможних 
видів продукції (послуг)  

‒ оцінювання ефективності власних 
(внутрішніх) розробок у забезпеченні 
технологічної стратегії  

‒ розробка бюджету (кошторису) 
технологічного розвитку  
підприємства 

П’ятий 

Розробка тактичного та 
оперативного планів 
реалізації технологічної 
стратегії 

‒ розробка тактичного плану технологічного 
розвитку 

‒ розробка оперативних планів 
технологічного розвитку 

Шостий 

Оцінювання 
результативності 
використання наявної та 
сформованої техніко-
технологічної бази для 
забезпечення економічної 
безпеки підприємства 

‒ оцінювання ефективності альтернативних 
варіантів формування техніко-
технологічної бази 

‒ - визначення результативності підвищення 
рівня використання техніко-технологічної 
бази 



2.Зовнішні та внутрішні загрози техніко-технологічної безпеки бізнесу. 
 

 
Рис. 2.2.1. Зовнішні загрози (загрози непрямої дії) техніко-технологічній безпеці 

бізнесу 

Зовнішні  

Загрози непрямої дії 

політико-правові 

соціально-
демографічні  

економічні 

галузеві  

науково-
технічні  

- рівень політичної напруженості 
- недосконалість чинного законодавства 
- нестабільність податкової та страхової політики 
- цінова і митна політика держави 
- амортизаційна політика 
- стан підприємницького середовища 

природні  

Загрози техніко-технологічній безпеці підприємства 

- недостатність вільних трудових ресурсів відповідної 
професійної підготовки 

- рівень інфляції 
- зміна валютного курсу 
- обмежений доступ до інвестицій 
- висока вартість кредитів 
- складність в отриманні лізингових послуг 

 

- відсутність доступу до матеріальних, енергетичних 
ресурсів 

- недосконалість логістичних інституцій 

- зменшення видатків бюджету на науку у ВВП, наукових 
закладів, науковців  

- зменшення кількості зареєстрованих та впроваджених 
об'єктів промислової власності  

- відсутність доступу до розробок  
- зменшення частки реалізованої інноваційної продукції в 

загальному обсязі промислової продукції держави 
- погіршення стану вітчизняного машинобудування 
- низький рівень імпорту устаткування та матеріалів 



 
 
Рис. 2.2.2. Зовнішні загрози (загрози прямої дії) техніко-технологічній безпеці бізнесу 

Загрози техніко-технологічній безпеці підприємства 

Загрози прямої дії 

з боку конкурентів 

з боку постачальників 

з боку покупців 

недобросовісна конкуренція 

- відсутність попиту на готову продукцію 
- платоспроможність потенційних покупців 

 

- обмежений доступ до матеріальних 
ресурсів 

- нехватка енергетичних ресурсів 
- короткострокові контракти з 

постачальниками 

з боку інших контрагентів 
- діяльність злочинних організацій для 

заволодіння майном суб’єктів 
господарювання 

 

Зовнішні  



 
Рис. 2.2.3. Внутрішні загрози техніко-технологічній безпеці бізнесу 

 

Література: [1, с. 47-48], [2, с. 108-109] 
 
 

Загрози техніко-технологічній безпеці підприємства 

внутрішні  

виробничі 

фінансові 

кадрові 

інформаційні 

- фізичне та моральне старіння основних засобів 
- зменшення активної частини основних засобів 
- наявність зайвого обладнання, машин та інших 

основних засобів 
- застарілі технології 
- зменшення кількості розроблених та впроваджених 

технологічних інновацій на підприємстві 
- неефективна організація виробництва і праці  
- невідповідність якості матеріалів  

застосовуваним технологіям 
- порушення правил використання технічних засобів 
- несвоєчасне проведення планово-запобіжних, 

капітальних ремонтів 

- низький рівень кваліфікації персоналу 
- відсутність персоналу необхідних спеціальностей 
- низький рівень мотивації персоналу 
- протиправні дії персоналу, які загрожують стабільному 

функціонуванню підприємства 

- слабкий захист комерційної інформації підприємства 
- слабке маркетингове дослідження ринку 

- нестача внутрішніх фінансових ресурсів 
- неефективна амортизаційна політика 
- зростання дебіторської заборгованості 
- складність отримання інвестицій 



ТЕМА 3. ДІАГНОСТИКА РІВНЯ ТЕХНІКО-ТЕХНОЛОГІЧНОЇ БЕЗПЕКИ 
 

7. Складові діагностики рівня техніко-технологічної безпеки підприємства. 
8. Індикатори та показники рівня техніко-технологічної безпеки. 
9. Методи оцінювання рівня техніко-технологічної безпеки підприємства. 

 
 

1. Складові діагностики рівня техніко-технологічної безпеки підприємства 
 

 
 
Рис.3.1.1. Схема діагностики техніко-технологічної безпеки підприємства 
 
 
 
 
 
 
 

Діагностика рівня техніко-технологічної безпеки підприємства 

Аналіз ринку 
технологій 

Аналіз власного 
технологічного 

потенціалу 
підприємства 

Аналіз товарних і 
сировинних ринків 

підприємства 

- комплекс технологій, що використовуються 
конкурентами 

- нові технологічні розробки на ринку 
- система патентів, що діє на даному ринку 
- технології-замінники 

- порівняльний аналіз комплексу технологій, 
що використовуються на підприємстві 

- виявлення резервів і потенціалу розвитку 
технологій, що використовуються на 
підприємстві 

- порівняльний аналіз корпоративних НДДКР 
підприємства 

- порівняльний аналіз асортименту продукції 
підприємства 

- аналіз динаміки товарних ринків 
підприємства 

- аналіз товарів-замінників 



 
 
 
 
 
 
 

 
 
 
 
 
 
 
  

 
 

Рис.3.1.2. Рівень техніко-технологічної безпеки підприємства 
 
 
 
 

 
 
 

Рис.3.1.3. Сутність та значимість техніко-технологічної безпеки підприємства 
 
 
 

З метою своєчасного визначення поточного рівня безпеки, виявлення та ідентифікації 
загроз, їх діагностики і на основі цього прийняття адекватних управлінських рішень в 
системі економічної безпеки необхідним процесом є моніторинг всіх її 
функціональних складових, це стосується і техніко-технологічної безпеки 
підприємства 

Моніторинг комплекс наукових, технічних, технологічних, 
організаційних та інших засобів, які забезпечують 
систематичний контроль (стеження) за станом та 
тенденціями розвитку природних, техногенних та 
суспільних процесів 

Рівень техніко-технологічної безпеки підприємства повинен відображати: 
 

якість і відповідність технологічного процесу виробництва та основного 
капіталу потребам ринку 

захищеність техніко-технологічно сфери підприємства від негативного впливу 
зовнішніх і внутрішніх загроз 

здатність техніко-технологічної сфери підприємства забезпечувати його високу 
конкурентоспроможність 

можливість за рахунок високої ефективності використання основного капіталу  
забезпечувати сталий розвиток підприємства 
 



 

Рис. 3.1.4. Алгоритм процесу здійснення моніторингу ТТББ 

Алгоритм процесу здійснення моніторингу  
техніко-технологічної безпеки бізнесу 

Діагностика зовнішнього і внутрішнього середовища підприємства 

Визначення основних напрямів діагностики ТТБП із врахуванням специфіки 
функціонування підприємства та визначення ієрархії загроз 

Визначення зовнішніх загроз ТТБП 

Визначення внутрішніх загроз ТТБП 

Моделювання пріоритетного впливу загроз 

Ранжування основних напрямів ТТБП за пріоритетністю для діагностики рівня 
безпеки 

Формування системи показників для діагностики за кожним напрямом 

Визначення граничних значень та їх класифікація за рівнями безпеки 

Визначення питомої ваги кожного показника в структурі основних 

Апробація системи моніторингу ТТБП 

Коригування та удосконалення системи моніторингу ТТБП 

Діагностика рівня ТТБП 

Інформація для прийняття рішень у сфері техніко-технологічної безпеки 



2. Індикатори та показники рівня техніко-технологічної безпеки. 
 

 

Рис. 3.2.1. Індикатори техніко-технологічної безпеки підприємства   

Індикатори техніко-технологічної безпеки   

відтворення основних засобів 

ефективність використання основних засобів 

ступінь зносу основних засобів 

інтенсивність оновлення технології 

науково-виробнича новизна використовуваної техніки і технології 

конкурентоспроможність продукції 

Ф.Євдокимов, В.Белозубенко 

Л. Донець, Н. Ващенко 

рівень прогресивності технологій 

рівень технологічного потенціалу 

рівень прогресивності продукції 

розраховується як відношення кількості прогресивних сучасних 
технологій (на рівні підприємств-лідерів, що працюють на 
конкретному ринку), що використовуються на підприємстві до 
загальної їхньої кількості на підприємстві 

розраховується як відношення кількості найменувань вироблених 
нових прогресивних видів продукції (на рівні кращих зразків серед 
підприємств, що працюють на конкретному ринку) в загальній їхній 
кількості 

розраховується як частка технічних і технологічних рішень на рівні 
винаходів у загальній кількості нових рішень, використовуваних у 
виробничому процесі 



 
Рис. 3.2.2. Показники рівня ТТББ  

Показники рівня техніко-технологічної безпеки 
підприємства 

Стан, відтворення, забезпеченість необоротними активами 

Ефективність використання 
необоротних активів 

Коефіцієнт зносу (придатності) основних засобів 

Частка активної частини основних засобів 

Коефіцієнт зносу (придатності) активної частини основних засобів 

Коефіцієнт оновлення основних засобів 

Коефіцієнт вибуття основних засобів 

Частка нематеріальних активів в активах  

Коефіцієнт використання виробничої потужності 

Віддача основних засобів, віддача нематеріальних активів 

Віддача активної частини основних засобів 

Рентабельність основних засобів, рентабельність нематеріальних активів 

Рентабельність активної частини основних засобів 

Коефіцієнти використання активної частини основних засобів (коефіцієнт 
змінності, коефіцієнт екстенсивного використання, коефіцієнт інтенсивного 
використання) 

Озброєність основними засобами  



 
Рис. 3.2.2. Показники рівня ТТББ (продовження)  

  

Показники рівня техніко-технологічної безпеки 
підприємства 

Характеристика технології 

Технічний рівень устаткування (продуктивність, надійність, довговічність) 

Вікова структура устаткування 

Частка прогресивних видів обладнання в загальній кількості 

Матеріаломісткість 

Енергомісткість 

Частка нових технологій в загальному обсязі технологій підприємства 

Середній вік застосовуваних технологічних процесів 

Рівень утилізації відходів виробництва 

Рівень забруднення природного середовища 

Частка екологічно чистої продукції 

Частка технологічного обладнання, захищеного патентами 

Характеристика техніки 



3. Методи оцінювання рівня техніко-технологічної безпеки підприємства. 
 

 
 

Рис. 3.3.1. Функціональний підхід до оцінювання ТТББ  
  

Функціональний підхід 

базується на показниках результативності та ефективності, а також 
співставленням одержаних вигод від забезпечення відповідного рівня техніко-
технологічної складової економічної безпеки і витрат, пов’язаних з її 
формуванням 

один із варіантів оцінювання 

базується на розрахунку інтегрального критерію: 

Іттб = Звідв
В+Ззавд

, 
де ІТТБ – показник ефективності заходів щодо підвищення техніко-
технологічної складової економічної безпеки; 
Звідв – сума відверненого збитку від реалізації комплексу заходів 
підвищення техніко-технологічної безпеки; 
В – сума витрат на реалізацію комплексу заходів; 
Ззавд – сума завданого збитку від загроз техніко-технологічній складовій 
економічної безпеки. 

 
Чим вище значення показника ІТТБ, тим вищим є рівень техніко-

технологічної складової економічної безпеки 



 
 
 

Рис. 3.3.2. Ресурсний підхід до оцінювання ТТББ  
  

Ресурсний підхід 

- передбачає визначення рівня економічної безпеки за допомогою 
оцінювання ефективності використання ресурсів підприємства;  

- при застосуванні цього підходу оцінювання рівня економічної безпеки 
підприємства ототожнюється із аналізом стану його фінансово-
господарської діяльності; 

- рівень безпеки за таким підходом можна визначити лише порівнюючи з 
такими ж рівнями за декілька періодів, тобто в динаміці або з 
аналогічними підприємствами 

 

виділяють такі складові 

формування системи показників оцінювання рівня техніко-
технологічної бази 

визначення стану та рівня використання технології виробництва і 
реалізації продукції 

вимірювання стану та рівня використовуваної техніки 

інтегральне оцінювання рівня техніко-технологічної складової 
економічної безпеки 



 
 
 

Рис. 3.3.3. Програмно-цільовий підхід до оцінювання ТТББ  
  

Програмно-цільовий підхід 

базується на розробці та реалізації управлінських рішень, що знаходять 
втілення в комплексі взаємопов’язаних заходів, включаючи 
обґрунтування вихідної потреби у вирішенні, як правило, комплексної 
проблеми, загальних цілей і підцілей, робіт і ресурсів, об’єднаних у 
цільову комплексну програму, необхідних і достатніх для розв’язання 
комплексної проблеми 

Загальні риси 

чітка орієнтація на встановлені цілі 

балансування цілей різного типу 

визначення відповідного інструментарію досягнення цілей 

розробка систем покрокового оцінювання досягнення цілей 

орієнтація на мету як критерій досягнення результатів 



 
Рис. 3.3.4. Індикаторний підхід до оцінювання ТТББ  

 

 

Рис. 3.3.5.Теорія економічних ризиків як підхід до оцінювання ТТББ 

Література: [1, с. 48], [3, с. 8-15, 64-95], [4, с. 143-166], [5, с. 171-199] 

Індикаторний (пороговий) підхід 

полягає у встановленні рівня економічної безпеки в результаті 
порівняння фактичних показників діяльності підприємства з 
індикаторами, що виступають пороговими значеннями цих показників і 
відповідають певному рівню безпеки 

Включає три складові 

визначення системи показників 

обґрунтування їх еталонних (нормативних) значень 

оцінювання результатів порівняння фактичних та еталонних значень 
обраних індикаторів 

Передумови застосування методу 

наявність переліку конкретних індикаторів для кожного виду 
виробництва (для кожного окремого суб’єкту господарювання має бути 
обґрунтована притаманна йому система показників, яка має найбільший 
вплив на формування та розвиток його техніко-технологічної складової 
економічної безпеки) 

визначення порогових (нормативних) значень для відповідних 
показників, враховуючи те, що для окремих показників не існує єдиних 
порогових значень 

система індикаторів оцінювання техніко-технологічної складової 
повинна бути органічною частиною загальної системи оцінювання 
економічної безпеки 

Теорія економічних ризиків 

полягає у визначенні різних загроз підприємству та розраховується збиток. 
Збиток порівнюється з величиною прибутку, доходу та майна 



Тема 4. ОРГАНІЗАЦІЙНО-ЕКОНОМІЧНЕ УПРАВЛІННЯ ТЕХНІЧНИМ 
РОЗВИТКОМ ПІДПРИЄМСТВА 

 
1. Сутність та цілі техніко-технологічного розвитку бізнесу. 
2. Форми технічного розвитку. 
3. Заходи щодо забезпечення техніко-технологічної складової економічної безпеки. 
4. Схема розробки та впровадження заходів щодо забезпечення техніко-технологічної 

безпеки. 
5. Технічні засоби у забезпеченні безпеки на підприємстві. 

 
 
 

1. Сутність та цілі техніко-технологічного розвитку бізнесу 
 
 

 
 

Рис.4.1. Сутність та цілі техніко-технологічного розвитку 
 
 
 
 

Техніко-технологічний 
розвиток  бізнесу (технічний 

розвиток) 

процес формування і вдосконалення 
техніко-технологічної бази, який повинен 
постійно орієнтуватися на кінцеві 
результати діяльності 

Цілі техніко-технологічного розвитку 

визначають відповідно до загальної стратегії бізнесу на тому або 
іншому етапі його функціонування, зокрема це 

підвищення якості виготовлення продукції, забезпечення її 
конкурентоспроможності на світовому і вітчизняному ринках 

розробка і широке упровадження ресурсозберігаючих технологій (зокрема 
енергозберігаючих технологій) 
 

скорочення до максимально можливого рівня витрат ручної праці, 
поліпшення її умов і безпеки 

здійснення загальної екологізації виробництва згідно вимог до охорони 
навколишнього середовища 



2. Форми технічного розвитку 
 

 
 

Рис.4.2.1. Форми технічного розвитку 
  

Форми технічного розвитку 

1. Підтримка техніко-технологічної бази 

2. Розвиток техніко-технологічної бази 

капітальний ремонт устаткування 

заміна відпрацьованого устаткування новим такого ж технічного 
рівня 

технічне доозброєння підприємства 

модернізація 

реконструкція 

технічне переозброєння 

розширення 

нове будівництво 



 
Рис.4.2.2. Сутність форм розвитку техніко-технологічної бази 

 

Модернізація 

вдосконалення та приведення об’єкта основних засобів у стан, що відповідає 
сучасному техніко-економічному рівню виробництва, шляхом внесення 
конструктивних змін, заміни та зміцнення вузлів і деталей, установки 
пристосувань і приладів для механізації та автоматизації виробничих операцій 

Реконструкція 

переобладнання існуючих виробничих потужностей, пов'язане з 
удосконаленням виробництва і підвищенням його техніко-економічного рівня 
на основі науково-технічних досягнень, що здійснюється за комплексним 
проєктом реконструкції підприємства з метою збільшення виробничих 
потужностей, поліпшення якості та зміни номенклатури продукції, 
поліпшення умов праці та охорони навколишнього природного середовища 

Технічне переозброєння 

комплекс заходів щодо підвищення техніко-економічного рівня окремих 
виробництв, цехів і дільниць на основі впровадження передової техніки та 
технології, механізації та автоматизації виробництва, модернізації та заміни 
застарілого і фізично зношеного устаткування на нове більш продуктивне. 
Технічне переоснащення здійснюється без розширення виробничих площ 

Розширення 

при збереженні незмінної технічної бази збільшують випуск за рахунок 
збільшення застосування всіх видів ресурсів 

Нове будівництво 

будівництво комплексу об'єктів основного, підсобного та обслуговуючого 
призначення новостворюваних підприємств, будівель, споруд, а також філій і 
окремих виробництв, які після введення в експлуатацію будуть знаходитись 
на самостійному балансі, яке здійснюється на нових площах із метою 
створення нової виробничої потужності 



3.Заходи щодо забезпечення техніко-технологічної складової економічної безпеки 
 

 
 

Рис.4.3.1. Заходи щодо забезпечення техніко-технологічної складової економічної 
безпеки 

 
 

 
 

Рис.4.3.2. Тенденції, які необхідно враховувати при формуванні техніко-
технологічної  бази підприємства  

Заходи щодо забезпечення техніко-технологічної складової 
економічної безпеки 

наукові дослідженнями 

створення нових видів продукції 

удосконалювання устаткування і предметів праці, процесів і форм 
організації виробництва на основі досягнень науки, техніки і передового 
досвіду 

планування, фінансування і координація інноваційного процесу 

удосконалювання економічних важелів і стимулів 

розроблення системи заходів, спрямованих на прискорення інтенсивного 
технологічного забезпечення та забезпечення його результативності 

Тенденції, які необхідно враховувати при формуванні техніко-
технологічної  бази підприємства  

підвищення науко ємності виробництва 

перетворення засобів праці на технічну цілісність вищого рівня 

трансформація техніко-технологічних засобів в більш універсальні 
системи 

істотне підвищення рівня автоматизації техніки і технічних систем 



4.Схема розробки та впровадження заходів щодо забезпечення техніко-
технологічної безпеки 

 

 
 

Рис.4.4.1. Схема розробки та впровадження заходів щодо забезпечення техніко-
технологічної безпеки 

 
  

Схема розробки та впровадження заходів щодо 
забезпечення техніко-технологічної безпеки 

1. Розробка стратегічних рекомендацій щодо підвищення рівня 
забезпечення техніко-технологічної безпеки за такими напрямами: 

- розвиток наявного комплексу технологій підприємства 
- корпоративні НДДКР 
- патентна політика 
- асортиментна та сировинна політика 

 

2. Планування забезпечення техніко-технологічної безпеки підприємства 
стосовно: 

- асортименту продукції 
- комплексу основних технологій, необхідних для виробництва 

запланованого асортименту 
- патентної політики 

 

3. Оцінювання та відбір альтернативних проєктів щодо формування 
комплексу основних технологій підприємства 

4. Бюджетне планування технологічного розвитку підприємства 

5. Реалізація та контроль визначених заходів щодо забезпечення техніко-
технологічної безпеки підприємства 



 
 

Рис.4.4.2. Характеристика комерціалізації технологій 
  

Комерціалізація технологій 

Складовою стратегії технологічного розвитку підприємства є 
планування та здійснення комерціалізації технологій 

процес виділення коштів на інновації і поетапний контроль за їхньою 
витратою, включаючи оцінку і передачу завершених і освоєних у 
промислових умовах результатів інноваційної діяльності 

Метод комерціалізації технологій 

Ліцензійна торгівля 

Ліцензування може мати економічні, стратегічні, політичні і правові 
мотиви. Зокрема, до економічних мотивів належать прагнення 
прискорити початковий етап виробництва, зниження витрат, 
одержання доступу до додаткових ресурсів, розширення ринків збуту 
своєї продукції 

Варіант ліцензування 

Перехресне ліцензування 

обмін технологіями між фірмами різних країн. Подібна форма приносить 
вигоду усім учасникам завдяки освоєнню взаємодоповнювальних 
технологій, скороченню витрат на реалізацію угод, зняттю блокуючих 
умов і запобіганню дорогим патентним суперечкам 



5.Технічні засоби у забезпеченні безпеки на підприємстві 
 

 
Рис.4.5.1. Технічні засоби у забезпеченні безпеки на підприємстві  
 
Література: [1, с. 7-69], [2, с. 109-118], [4, с. 200-202] 

Технічні засоби у забезпеченні безпеки  

охоронна сигналізація 

покликана контролювати в автоматичному режимі межі зони захисту. Ця 
система пізнає загрози і за допомогою певних датчиків сигналізує про них. 
Такий контроль повинен вестися постійно, тобто система завжди повинна 
бути в працездатному стані, і за цим потрібно ретельно стежити 

пожежна сигналізація 

в автоматичному режимі контролює і пересилає у відповідні служби 
сигнали про виникнення пожежонебезпечних ситуацій і власне самих 
пожеж. Також ця система може самостійно включати систему гасіння 
пожеж або погашення задимлень 

відеоконтроль 

можна на дистанційному рівні контролювати всю обстановку на 
підприємстві, на прилеглій території, і контроль такий може вестися 
постійно. Також такий відеоконтроль в разі необхідності може бути і 
доказом проникнення і допомогти при затриманні правопорушників 

контроль над доступом 

це контроль над доступом персоналу і відвідувачів у різні приміщення 
компанії, тобто тут важлива робота зчитувальних ідентифікаційних 
пристроїв, які автоматично визначають те, кого і куди можна пропускати 

система захисту інформації підприємства 

запобігає витоку конфіденційної інформації 



ТЕМА 5. РЕІНЖИНІРИНГ ТЕХНІКО-ТЕХНОЛОГІЧНОЇ СФЕРИ 
 

1. Сутність реінжинірингу техніко-технологічної сфери. 
2. Управління реінжинірингом техніко-технологічної сфери. 

 
 

1.Сутність реінжинірингу техніко-технологічної сфери 
 
 

 
Рис. 5.1.1. Сутність реінжинірингу 

Реінжиніринг фундаментальне переосмислення і радикальне 
перепроектування бізнес-процесів для досягнення 
істотних покращень у таких ключових для сучасного 
бізнесу показників результативності, як: витрати, 
якість, рівень обслуговування і оперативність 

Основи теорії реінжинірингу бізнес-процесів були закладені в США в 
1984-1990 рр. Засновники теорії реінжинірингу - Майкл Хаммер і Джеймс 
Чампі,  

Це визначення містить наступні ключові поняття: 
- «фундаментальний». Повинні бути отримані відповіді на найбільш 

істотні питання про діяльність підприємства: «Чому ми повинні робити 
те, що ми робимо?», «Чому ми повинні робити це тим способом, яким ми це 
робимо?», «Яким хоче стати підприємство?». Відповідаючи на ці питання, 
фахівці повинні переосмислити поточні правила ведення бізнесу, які часто 
виявляються застарілими, помилковими або недоречними. Реінжиніринг 
спочатку визначає, що підприємство має робити, і тільки потім - як 
робити. Він ігнорує те, що є, і концентрується на тому, що повинно бути; 

- «радикальний». Радикальність означає зміну речей в самому їх 
корені. Радикальне перепроєктування - це зміна всієї існуючої системи, а не 
тільки поверхневі перетворення, тобто на вході радикального 
перепроєктування пропонуються абсолютно нові способи виконання 
роботи; 

- «кардинальний, істотний». Реінжиніринг доцільний тільки в тих 
випадках, коли потрібно досягти різкого (стрибкоподібного) поліпшення 
показників діяльності компанії (500-1000% і більше) шляхом заміни старих 
методів управління новими. Якщо підприємство має падіння прибутку 
всього на 10%, якщо його витрати всього на кілька відсотків перевищують 
заплановані, якщо показник якості потрібно поліпшити лише на небагато, 
якщо обслуговування замовників вимагає лише певного прискорення, то 
підприємству взагалі реінжиніринг не потрібний. В цьому випадку 
застосовні звичайні методи, такі як програми поступового поліпшення 
якості. 
 



 
 

Рис. 5.1.2. Випадки використання реінжинірингу бізнес-процесів 
 
 
 

 
 

Рис. 5.1.3. Характеристика реінжинірингу бізнес-процесів 
  

Реінжиніринг бізнес-процесів може використовуватися в наступних випадках: 

підприємство знаходиться в критичній ситуації (втрата частки ринку, зниження 
прибутку, високі витрати) 

підприємство не знаходиться в критичному положенні, але передбачає його 
настання в майбутньому 

підприємство-лідер, який знаходиться на піку своєї ефективності, проводить 
агресивну маркетингову політику, але бажає домогтися більшого за допомогою 
підходу реінжинірингу 

підприємство включає в контур управління сучасні інформаційні технології 

Реінжиніринг бізнес-процесів полягає в: 

революційному усуненні на підприємстві кризових явищ (точкове поліпшення 
бізнес-процесів) 
 

комплексній трансформації підприємства (комплексне покращення бізнес-
процесів) 
 

створенні і підтримці системи безупинних покращень результативності бізнесу 
(саморегулювання) 
 



 
 

Рис. 5.1.4. Характеристика реінжинірингу техніко-технологічної сфери 
 
 

Реінжиніринг техніко-технологічної сфери 

причини  

- критичний рівень фізичного зносу основних засобів, особливо активної 
частини 

- низькі темпи чи відсутність взагалі оновлення основного капіталу 
- низький рівень використання виробничої потужності та наявного 

обладнання 
- відсутність новітніх інформаційних технологій 
- незадовільна вікова структура устаткування 
- високі матеріало- та енергомісткість, коефіцієнт браку 
- неконкурентоспроможна продукція 

завдання 

очікувані результати 

- швидке та радикальне перепроектування виробничого процесу 
- зміна технології та устаткування з метою виготовлення конкурентної 

продукції 
- зміна асортименту продукції відповідно до наявного попиту на ринку 

- оптимізація виробничого процесу 
- кардинальна зміна технології й техніки виготовлення продукції, яка 

відповідає потребам ринку 
- активне застосування сучасних інформаційних технологій 
- висока ефективність використання основного капіталу 
- гнучкість до впровадження нових технологій 
- зростання рівня техніко-технологічної безпеки підприємства 



2.Управління реінжинірингом техніко-технологічної сфери 
 

 
 

Рис. 5.2.1. Алгоритм здійснення реінжинірингу техніко-технологічної сфери 
 
 
 
 

Алгоритм здійснення техніко-технологічного реінжинірингу 

1. Аналітичний етап 

2. Підготовчий етап 

3. Виконавчий етап 

- моніторинг техніко-технологічної безпеки підприємства 
- оцінка можливості і доцільності проведення реінжинірингу 
- аналіз внутрішніх і зовнішніх загроз проведення реінжинірингу 

- перегляд цілей і принципів діяльності, визначення ключових ринків та 
груп споживачів 

- створення моделі удосконалення виробничого процесу 
- побудова моделі існуючого виробничого процесу 
- перепроєктування технологічних бізнес-процесів 
- створення проєкту реінжинірингу 
- мобілізація ресурсів для здійснення проєкту, складання кінцевого 

бюджету, розрахунок економічної ефективності 
 

- розроблення механізму приведення існуючої моделі до бажаної 
- реалізація проєкту реінжинірингу 
- контроль та оперативні зміни у програмі 
- оцінка загальних результатів здійснення реінжинірингу в техніко-

технологічній сфері 
 



 
 

Рис. 5.2.2. Впровадження проєктів з реінжинірингу  
 

Універсального способу впровадження, який підходив би для будь-якого проєкту, не 
існує. Враховуючи економічні, політичні та культурні особливості конкретного 
підприємства, слід вибирати і раціонально комбінувати різні заходи 

Визначальними факторами при виборі способу впровадження є 

- загальний обсяг робіт по реорганізації 
- чисельність задіяних співробітників 
- кількість і значимість порушених процесів 
- масштаби змін (революція або еволюція) 
- встановлені часові рамки 
- переважаючий стиль управління 
 

Особливо важливо ще до початку реалізації проєкту доступно і зрозуміло 
пояснити всім співробітникам необхідність змін та їх суть, а також 
планований порядок дії. Дослідження показують, що лише близько 15% помилок 
в проєктах по реінжинірингу процесів можна віднести до виробничо-економічної 
або техніко-організаційній сфері, а решта відбуваються через брак інформації, 
недостатню підготовленість та розуміння значимості співробітниками 

Варіанти впровадження нових процесів і пов'язаної з ними 
організаційної структури 

впровадження нових процесів з наступною адаптацією організаційної 
структури 

реалізація нової організаційної структури з подальшим впровадженням 
процесів 

одночасне впровадження нової організаційної структури і нових процесів 



 
Рис. 5.2.3. Стратегії впровадження проєктів з реінжинірингу  

Література: [4, с. 318-319], [10], [14] 

Стратегії впровадження процесів 

Обережна стратегія (пілотне впровадження) 

Поступова стратегія (крок за кроком) 

Стратегія «великого вибуху» 

спочатку передбачає перехід на нові процеси тільки в одному місці (філії) у межах однієї 
функції, яка має пілотний характер. При цьому мова йде про комбінації підходів крок за 
кроком з точки зору одного регіону, однієї функції. Набутий досвід використовується 
для адаптації розроблених процесів і вдосконалення методів впровадження у інших 
регіонах.  
Можливі проблеми в результаті помилкових концепцій зачіпають лише обмежену сферу 
і відносно легко піддаються контролю і коригування, забезпечуючи високу ступінь 
безпеки для підприємства в цілому. Порівняно з іншими стратегіями передбачає більш 
тривалі терміни впровадження. Крім того, у тісно взаємопов'язаних структурах 
можливе виникнення проблем у взаємодії між реструктурованим та іншими 
підрозділами 

на нові процеси послідовно переводяться регіональні чи функціональні підрозділи, в той 
час як інші підрозділи продовжують працювати по-старому. Істотна перевага  порівняно 
зі стратегією «великого вибуху» більш висока безпека. Отриманий досвід лягає в основу 
впроваджень в інших підрозділах. У міру збільшення числа кроків можуть виникнути 
суттєві розбіжності при взаємодії між підрозділами з різними типами організаційної 
структури  

передбачає одночасне впровадження нової організаційної структури і нових процесів на 
всьому підприємстві. Таке впровадження відбувається швидше, розбіжностей між 
організаційними одиницями в результаті різних версій процесів не виникає, а процеси, що 
охоплюють декілька підрозділів можуть бути впроваджені на одному етапі. Таким чином, 
новий процес починає функціонувати у всій своїй сукупності і з належною ефективністю. 
З іншого боку, ці переваги слід розглядати на тлі серйозного ризику для всього 
підприємства в цілому, необхідне жорстке управління проєктом, щоб забезпечити 
своєчасне прийняття і дотримання всіх необхідних рішень. Крім того, стратегія не 
передбачає послідовного накопичення досвіду 
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